
WEBSITE PRIVACY POLICY 
Pursuant to article 13 of EU Regulation No. 679/2016 

 

The company Forno d’Asolo S.p.A., having its registered office at Via Nome di Maria 1, 31010 Maser (TV), Tax 
Code and VAT Code no. 00852810266 (“Company”) hereby undertakes to protect the personal data of the 
users (“Users”) of the website fdagroup.it (“Website”) and, in its capacity as data controller, shall, pursuant 
to article 13 of EU Regulation No. 679/2016 (General Data Protection Regulation, “GDPR”), provide the Users 
with information regarding the processing of their personal data. 

If the Users provide personal data on behalf of third parties, they shall make sure that such third parties have 
previously read this Website Privacy Policy. 

This Website Privacy Policy does not apply to any third party websites that may be accessed through a link 
on the Website. Please, read the third parties’ website privacy policies to know how they process personal 
data. The Company may change the terms of this Website Privacy Policy from time to time by updating the 
Website and the changes will be effective from the time of the update. 
 
WHAT PERSONAL DATA CAN BE PROCESSED? 
 
The information collected and processed by the Website is the following. 
 
A) Browsing data and cookies 

The IT systems and software procedures that make the Website work automatically acquire some personal 
data during usage, whose transmission is part of the Internet communication protocols. This information is 
not collected to be directly associated with identified data subjects, but could, by its very nature, allow the 
identification of the Users, through processing and association with other data held by third parties. This 
information includes IP addresses of the computers used to visit the Website, addresses in URI format 
(Uniform Resource Identifier) of the requested resources, time of request, method used to submit the request 
to the server, size of the file obtained as a reply, numerical code indicating the state of the reply by the server 
(completed, error, etc.) and other parameters regarding the operating system used. This information is 
collected for the sole purpose of obtaining anonymous statistical data on the use of the Website and 
monitoring its correct functioning and it is immediately removed from the system after processing. This 
information might be used to establish liability in the event that computer crimes are committed against the 
Website. 

The Website also uses cookies and other tracking technologies in compliance with our Cookie Policy. 

FOR WHAT PURPOSES CAN YOUR PERSONAL DATA BE USED? 
 
A) Compliance with obligations provided for by law, regulations or EU legislation, instructions/requests 
from authorities duly authorised by law and/or supervisory and regulatory authorities. 
 
The Company may process your personal data to comply with the obligations to which it is subject. 
 
Legal basis for the processing of personal data: fulfilment of a legal obligation. In this case, provision of 
personal data is mandatory since, in the absence of this data, the Company will not be able to fulfil specific 
legal obligations. 
 



B) Protection of rights in legal, administrative, or out-of-court proceedings and in disputes regarding 
services/activities offered. 
 
The Company may process your personal data to protect its rights or to act or make claims against you or 
any third parties.  
 
Legal basis for the processing of personal data: legitimate interest of the Company to protect its rights. In 
this case, no further data needs to be provided, since the Company will pursue this additional purpose, if 
necessary, by processing the data collected for the purposes referred to above, which are considered 
compatible with this purpose (also by reason of the context in which the data was collected, the nature of 
the data and of the guarantees regarding their processing, and the connection between the purposes 
referred to above and this additional purpose). 
 
HOW DO WE PROTECT YOUR PERSONAL DATA AND WHERE IS IT STORED? 
 
The Company implements appropriate security measures to ensure the protection, safety, integrity, and 
accessibility of your personal data. Such security measures are aimed at preventing the unauthorised access, 
disclosure, alteration, or destruction of personal data. 
 
All personal data is stored on protected computer devices owned by the Company (or on paper-based filing 
systems) or by our providers and can be accessed and used in compliance with our standards and security 
policies (or with equivalent standards for our providers).  
 
We herewith advise you that your personal data will be processed for the purposes described in this Website 
Privacy Policy in the European Union (EU) and in the European Economic Area (EEA) exclusively. 
 
HOW LONG DO WE HOLD YOUR PERSONAL DATA? 
 
We will only hold your personal data for as long as strictly necessary to fulfil the purpose for which it was 
collected or any other connected legitimate purpose. Accordingly, if your personal data is being processed 
for two different purposes, we will hold it until both purposes have been satisfied. In any event, your personal 
data will no longer be processed for those purposes whose retention period has expired. 
 
Personal data will be irreversibly anonymised (so that it can be retained) or disposed of in a safe manner as 
soon as it is no longer needed or there is no longer a legal basis for holding it. 
 
Browsing data is not retained by the Website, except when required by judicial authorities to detect criminal 
activities. 
 
If personal data needs to be processed for judicial reasons, it will be retained for as long as legal claims can 
be brought and defended under the law. 
 
WHO CAN ACCESS YOUR PERSONAL DATA? 
 
Your personal data can be accessed by the Company’s authorised personnel and by external providers that 
may be designated as data processors, if necessary. 
 
If you wish to see the list of the data processors and other parties to whom your data is disclosed, you can 
contact the Company using the contact details provided in the “Contacts” section. 
 
DATA PROTECTION RIGHTS 
 
You have the right to obtain from the Company, providing that your request has a legitimate legal basis: 



 

• Access to and rectification of your personal data; 

• Erasure of your personal data; 

• Rectification of your personal data held by the Company; 

• Withdrawal of consent, if your data is processed through consent; 

• Restriction of processing of your personal data;  

• A copy of the personal data provided by you to the Company, in a format that is structured, 
commonly used and machine readable (portability), and transmission of such personal data to 
another controller. 

 
Right to object to processing: you have the right to object, in whole or in part, to the processing of your 
personal data by the Company in such circumstances as specified by the GDPR, for example if your personal 
data are used for marketing purposes or if the legal basis for processing is the Company’s legitimate interest. 
 
Should you exercise any of the above rights, the Company will verify that you are actually entitled to exercise 
those rights and will generally respond within a month.  
 
Should you feel that your personal data is being processed in breach of the applicable data protection 
regulation, you can either lodge a complaint with the Italian Data Protection Authority, using the contact 
details available on the website https://www.garanteprivacy.it/, or take appropriate legal action. 
 
CONTACTS 
 
The contact details of the Company, in its capacity as data controller, are the following: Forno d’Asolo S.p.A., 
having its registered office at Via Nome di Maria 1, 31010 Maser (TV), Tax Code and Vat Code no. 
00852810266, e-mail privacy@fornodasolo.it. 
 
 
To exercise your rights, you can contact the Company at the following e-mail address privacy@fornodasolo.it, 
or send a registered letter, return receipt requested, to the Company’s address specified above. 
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